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**Title: Network Security Project Integration**

**INSTRUCTIONS**

* Brainstorm with your team members on how to perform project management tasks to provide for data security and quality data assurance. Which task and sub task in your project that protect the data and quality of data assurance in the organization. Just list down the answer. For example, Implementation stage – Surveillance System – CCTV with IP, optical camera, zooming and artificial intelligence mechanism embedded.
* Discuss what is the security measures to govern the network from harmful attacks and threats.
* Meeting 2 is part of the Project Report Documentation.

**The purpose of meeting 2 is to look at the progress of the project integration to completion. The Project Manager needs to discuss with team members on how to protect the data and quality assurance of the organization.**

**MEETING 2: PROGRESS REPORT**

**(Group name - domain area: client name)**

**example Group XYZ -** Transportation Provider – KTM/LRT Putra

**GROUP MEMBERS (MAXIMUM 6 PERSONS IN A GROUP)**

1. (B0xxxxxxxxx)
2. (B0xxxxxxxxx)
3. (B0xxxxxxxxx)
4. (B0xxxxxxxxx)
5. (B0xxxxxxxxx)
6. (B0xxxxxxxxx)

Date:

1. **INTRODUCTION**

* State the work or sub task in the project management phase (i.e.: implementation, closing or initiation) that perform the project management tasks to provide for data security and quality data assurance.
* For example, **Implementation stage** – **Surveillance System** – **CCTV with IP, optical camera, zooming and artificial intelligence mechanism embedded** – **A good CCTV detects the anomaly / intruder by giving alarm and automatically lock the door, so the thieve cannot break into the building.** Just list down the answer.

(10 Marks)

1. Discuss what is the security measures your project team need to provide for safeguarding the network from harmful attacks and threats. Is there any standard of security measures?

(10 Marks)

**Assessment: [Meeting 2] – (5%) – [PO6, CS3]**

**CS means Communication**